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KİŞİSEL VERİLERİN KORUNMASI VE İŞLENMESİNE DAİR POLİTİKA 
 
I. GİRİŞ 

 
Krone Trailer International Tic. Ltd. Şti. (“Krone” ya da “Şirket”) olarak kişisel verilerin korunmasına yüksek 
önem atfediyoruz. Bu kapsamda, kişisel verilerin korunması ve işlenmesine ilişkin tüm süreçlerimizde 6698 
sayılı Kişisel Verilerin Korunması Kanunu’na (“Kanun”)1, ikincil düzenlemelere ve Kişisel Verileri Koruma 
Kurulu’nun (“Kurul”) kararlarına uygun hareket ediyoruz. 

 
İşbu Kişisel Verilerin Korunması ve İşlenmesine Dair Politika (“Politika”) içerisinde, kişisel veri işleme 
süreçlerimiz, bu süreçlerde esas aldığımız usul ve prensipler ile kişisel verilerin güvenliğinin sağlanması için 
alınan tedbirler hakkında bilgilere yer verilmiştir. 

II. KAPSAM 

 
İşbu Politika, iş ortakları, tedarikçiler, müşteriler, alt işveren çalışanları ve çalışan adayları gibi Krone’nin kişisel 
verilerini işlediği tüm gerçek kişileri kapsamına almaktadır. Krone çalışanlarının kişisel verilerinin işlenmesine 
dair kural ve ilkeler ise Çalışan Kişisel Verilerinin İşlenmesi ve Korunması Politikasında ayrıca düzenlenmektedir. 

III. TANIMLAR 
 
İşbu Politika’da kullanılan terimler ve açıklamaları aşağıdaki tabloda belirtilmiştir. Tabloda belirtilmeyen 
terimlerin, Kanun ve ikincil düzenlemelerde yer alan tanımları esas alınacaktır. 

 
Açık Rıza Belirli bir konuya ilişkin, bilgilendirilmeye dayanan ve özgür iradeyle açıklanan rıza. 

İlgili Kişi / Veri Sahibi Kişisel verisi işlenen gerçek kişi. 

Kanun 24/3/2016 tarihli ve 6698 Sayılı Kişisel Verilerin Korunması Kanunu. 

Kurul Kişisel Verileri Koruma Kurulu. 

Kişisel veri Kimliği belirli veya belirlenebilir gerçek kişiye ilişkin her türlü bilgi. 

Kişisel verilerin 
işlenmesi 

Kişisel verilerin otomatik, kısmen otomatik olan ya da herhangi bir veri kayıt 
sisteminin parçası olmak kaydıyla otomatik olmayan yollarla elde edilmesi, 
kaydedilmesi, depolanması, muhafaza edilmesi, değiştirilmesi, yeniden 
düzenlenmesi, açıklanması, aktarılması, devralınması, elde edilebilir hâle 
getirilmesi, sınıflandırılması ya da kullanılmasının engellenmesi gibi veriler üzerinde 
gerçekleştirilen her türlü işlem. 

Veri Sorumlusu Kişisel verilerin işleme amaçlarını ve vasıtalarını belirleyen, veri kayıt sisteminin 
kurulmasından ve yönetilmesinden sorumlu olan gerçek veya tüzel kişi. 

Veri Kayıt Sistemi Kişisel verilerin belirli kriterlere göre yapılandırılarak işlendiği kayıt sistemi. 

Veri İşleyen Veri sorumlusunun verdiği yetkiye dayanarak veri sorumlusu adına kişisel verileri 
işleyen gerçek veya tüzel kişi. 

 
 

 

1 Resmî Gazete Tarihi: 07.04.2016 Resmî Gazete Sayısı: 29677. 



3  

IV. KİŞİSEL VERİ İŞLEME İLKELERİ 
 
Kanun’un 4. maddesinde kişisel veri işleme ilkeleri düzenlenmektedir. Krone, kişisel veri işleme süreçlerinde 
Kanun’da yer verilen veri işleme ilkelerine uyum sağlamaktadır. 

 
Kişisel verileri işlerken uygunluk sağladığımız ilkeler aşağıdaki şekildedir: 

 
 
 
 
 

Hukuka ve Dürüstlük 
Kurallarına Uygun Olma 

 Kişisel verilerinizi işlerken başta kişisel verilerin korunması mevzuatı olmak 
üzere, yürürlükteki tüm yasal düzenlemelerde yer alan 
yükümlülüklerimize uygun hareket ediyoruz. 

 
 Kişisel verilerinizi bize açıklamanıza konu olan amaçlarla, sizin açınızdan 

öngörülebilir şekilde, dürüstlük kuralına uygun olarak işliyoruz. 
 
 Bu ilkeye uygunluğun sağlanabilmesi için, kişisel verilerinize ilişkin 

aydınlatma metinleri ve işbu Politika ile sizleri bilgilendiriyoruz. 

 

 
Doğru ve Gerektiğinde 

Güncel Olma 

 Kişisel verilerinizin eksik veya yanlış işlenmesi halinde bunların 
düzeltilmesini isteme hakkına sahipsiniz. Bu ilke gereğince, ilgili kişinin 
bilgilerinin doğru ve güncel olmasını temin edecek kanalları her zaman açık 
tutuyoruz. 

 
 
 

 
Belirli, Açık ve Meşru 
Amaçlar İçin İşlenme 

 Hukuka ve dürüstlük kurallarına uygun olma ilkesine paralel şekilde, 
Krone, kişisel verilerinizin ne amaçlarla işleneceğini belirler ve bu 
amaçların neler olduğu konusunda sizleri bilgilendirir. Böylelikle Şirketimiz 
nezdinde gerçekleştirdiğimiz kişisel veri işleme faaliyetlerimizin sizin 
açınızdan anlaşılabilir olmasını sağlamayı hedefler. 

 
 Meşru amaçlarla işleme ilkesi uyarınca kişisel verileri işleme amaçlarımız 

belirlenirken, bu amaçlarının yapmış olduğumuz iş veya sunmuş 
olduğumuz hizmetlerle bağlantılı olmasına dikkat edilmektedir. 

 
 

 
İşlendikleri Amaçla 

Bağlantılı, Sınırlı ve Ölçülü 
Olma 

 Krone kişisel veri işleme faaliyetlerinde, kişisel verilerin işlenme 
amaçlarının gerçekleştirilmesine elverişli olup olmadığını gözetir ve 
amacın gerçekleştirilmesi ile ilgili olmayan veya ihtiyaç duyulmayan kişisel 
verileri işlememeye özen gösterir. Veri minimizasyonu ilkesi olarak da 
bilinen söz konusu ilke uyarınca, Şirketimiz kişisel veri işleme amacını 
gerçekleştirmeye yönelik yeterli veriyi sizlerden temin etmekte; gerekli 
olmayan kişisel verilerinizi ise işlememektedir. 
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Mevzuatta Öngörülen 
Süre/İşleme Amacı İçin 
Gereken Süre Boyunca 

Muhafaza Edilme 

 Krone, kişisel verilerinizi mevzuatta öngörülen süreler ve işlendikleri amaç 
için gerekli olan süreleri dikkate alarak muhafaza eder. Kişisel verileriniz 
işleme amacı ortadan kalktıktan sonra, saklamamız için başkaca bir hukuki 
sebep yok ise imha edilmektedir. 

 
 
V. KİŞİSEL VERİ İŞLEME ŞARTLARI 

 
Krone, kişisel verilerinizi Kanun’un 5 ve 6. maddelerinde düzenlenen hukuki sebeplere dayalı olarak 
işlemektedir. Aşağıda kişisel verileri ve özel nitelikli kişisel verileri işlerken dayandığımız hukuki sebepler 
açıklanmıştır: 

 
A. Kişisel Verilerin İşlenme Şartları 

 
Kişisel verilerinizi işlerken, aşağıda belirtilen hukuki sebeplerden bir veya birkaçına dayanıyoruz: 

 
 Kanunlarda açıkça öngörülme, 
 Bir sözleşmenin kurulması veya bir sözleşmenin ifası için kişisel verilerinizin işlenmesinin gerekli 

olması, 
 Hukuki yükümlülüklerimizi yerine getirebilmemiz için veri işleme faaliyetinin zorunlu olması, 
 Kişisel verilerin ilgili kişi tarafından alenileştirilmiş olması, 
 Veri işlemenin bir hakkın tesisi, kullanılması veya korunması için zorunlu olması, 
 Veri işlemenin Krone’nin meşru menfaatleri için zorunlu olması. 

 
 

 

VI. KİŞİSEL VERİ İŞLEME SÜREÇLERİ 

 
Kişisel verileri işleme amaçlarımız, her bir kişisel veri işleme süreci özelinde farklılık göstermektedir. İlgili kişiler 
kişisel verilerinin işlenme amaçları konusunda, kişisel veri işleme süreci özelinde hazırlanmış aydınlatma 
metinleri ile bilgilendirilmektedir. 

 
Aşağıdaki veri işleme süreçlerinde, Krone’nin ilgili kişilerin hangi verilerini hangi amaçlarla işlediği ve bu verileri 
işlerken dayandığı hukuki sebeplere yer verilmiştir: 

 
A. İş Başvurularına İlişkin Süreçler 

 
Krone, çalışanı olmak amacıyla iş başvurusunda bulunan çalışan adaylarına ilişkin belirli kişisel verileri 
işlemektedir. Aşağıda çalışan adaylarının hangi bilgilerinin işlendiği, bu bilgilerin işlenme amaçları ve 
hukuki sebeplerine yer verilmiştir: 

 
İşlenen Kişisel Veriler 

 

 

Kimlik, iletişim, eğitim, iş ve profesyonel yaşama ilişkin veriler, askerlik durumu, fotoğraf, ehliyet 
bilgisi, meslek/görev/unvan bilgisi, özgeçmiş, niyet mektubu, referans, çalışma tercihleri, görüşme 

notları, aday değerlendirmeleri ve başvuru ve işe alım süreçlerinde paylaşılan bilgiler. 
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Kişisel Verilerin İşlenme Amaçları 

 

 

Dayanılan Hukuki Sebepler 

 
Çalışan adaylarının beceri ve yetkinliklerinin 
değerlendirilmesi, başvurmuş olduğu ilgili pozisyona ve 
Şirketimiz İnsan Kaynakları politikalarına uygunluklarının 
değerlendirilmesi ve iş teklifi yapılması, işe yerleştirme 
süreçlerinin yürütülmesi. 

 
Bir sözleşmenin kurulması veya ifasıyla 
doğrudan doğruya ilgili olması kaydıyla, 

sözleşmenin taraflarına ait kişisel 
verilerin işlenmesinin gerekli olması. 

 
İş başvurularının alınması ve incelenmesi, uygun bulunan 
adaylarla iletişime geçilmesi, aday referanslarının ve 
adayların yetkinliklerinin kontrol ve teyit edilmesi, çalışan 
adayı başvuru, seçme ve değerlendirme süreçlerimizin 
incelenmesi ve denetlenmesi. 

 
İlgili kişinin temel hak ve özgürlüklerine 

zarar vermemek kaydıyla, veri 
sorumlusunun meşru menfaatleri için 

veri işlenmesinin zorunlu olması. 

 
B. Alt İşveren Yetkilisi/Çalışanlarına İlişkin Süreçler 

 
Alt işverenlerle olan ilişkiler kapsamında, alt işveren firmaların yetkililerinin/çalışanlarının belirli bilgileri 
işlenmektedir. Aşağıda alt işveren yetkililerinin/çalışanlarının hangi bilgilerinin işlendiği, bu bilgilerin 
işlenme amaçları ve hukuki sebeplerine yer verilmiştir: 
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İşlenen Kişisel Veriler 
 

 

Kimlik, iletişim, iş ve profesyonel yaşama ilişkin bilgiler, finans, risk yönetimi, hukuki işlem, işlem 
güvenliği, fiziksel mekân güvenliği, ehliyet, fotoğraf, çalışılan şirket, görev/unvan ve araç bilgisi. 

 

 
Kişisel Verilerin İşlenme Amaçları 

 

 

Dayanılan Hukuki Sebepler 

 

 
Sözleşme ve mevzuattan kaynaklı yükümlülüklerin yerine 
getirilmesi, iş sağlığı ve güvenliği süreçlerinin yürütülmesi. 

 

 
Veri sorumlusunun hukuki 

yükümlülüğünü yerine getirebilmesi için 
zorunlu olması. 

 
 

Alt işveren çalışanı görevlendirme ve insan kaynakları 
süreçlerinin yürütülmesi, soru, talep, öneri ve şikayetlerini 
alınması ve değerlendirilmesi, Şirketimiz tesislerine giriş- 
çıkışların kontrol edilmesi, çalışma saatlerinin planlanması, 
şirket politika ve kurallarına uyumluluğunun sağlanması ve 
sürdürülmesi, iş faaliyetlerimizin incelenmesi, denetlenmesi 
ve raporlanması. 

 
 

İlgili kişinin temel hak ve özgürlüklerine 
zarar vermemek kaydıyla, veri 

sorumlusunun meşru menfaatleri için 
veri işlenmesinin zorunlu olması. 

 
C. Tedarikçi ve İş Ortağı Yetkilisi/Çalışanlarına İlişkin Süreçler 

 
Krone’nin tedarikçileri ve iş ortakları ile olan süreçler kapsamında, bu firmaların 
yetkililerinin/çalışanlarının belirli bilgileri işlenmektedir. Aşağıda tedarikçi/iş ortağı 
yetkililerinin/çalışanlarının hangi bilgilerinin işlendiği, bu bilgilerin işlenme amaçları ve hukuki sebeplerine 
yer verilmiştir: 

 
İşlenen Kişisel Veriler 

 Kimlik, iletişim, finans, risk yönetimi, hukuki işlem ile çalışılan şirket ve meslek/görev/unvan.  
 

 
Kişisel Verilerin İşlenme Amaçları 

 

 

Dayanılan Hukuki Sebepler 

 
 

Teklif ve sözleşme süreçlerinin yürütülmesi, sistem 
kayıtlarının tutulması, ürün/hizmet alım ve teslim 
süreçlerinin yürütülmesi, finans ve muhasebe süreçlerinin 
yürütülmesi, ürün/hizmet alım süreçlerinin yürütülmesi, 
ürünlerin teslim ve sevkiyat süreçlerinin yürütülmesi. 

 
 

Bir sözleşmenin kurulması veya ifasıyla 
doğrudan doğruya ilgili olması kaydıyla, 

sözleşmenin taraflarına ait kişisel 
verilerin işlenmesinin gerekli olması. 
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Talep, şikâyet, soru ve önerilerin alınması, risk 
değerlendirmelerinin yapılması, iş faaliyetlerinin 
incelenmesi, denetlenmesi ve raporlanması. 

İlgili kişinin temel hak ve özgürlüklerine 
zarar vermemek kaydıyla, veri 

sorumlusunun meşru menfaatleri için 
veri işlenmesinin zorunlu olması. 

 
D. Müşterilere İlişkin Süreçler 

 
Krone’nin müşterileri ile yürütmüş olduğu süreçlerde, müşterilerinin belirli bilgilerini işlenmektedir. 
Aşağıda Krone’nin, müşterilerinin hangi bilgilerini işlediği, bu bilgilerin işlenme amaçları ve hukuki 
sebeplerine yer verilmiştir: 

 
İşlenen Kişisel Veriler 

 Kimlik, iletişim, müşteri işlem, finans, risk yönetimi ve araç plaka bilgileri.  
 

 
Kişisel Verilerin İşlenme Amaçları 

 

 

Dayanılan Hukuki Sebepler 

 
Kurumsal müşterilerle iş ilişkisinin kurulması, sözleşme 
kurulmasına ilişkin süreçlerinin yürütülmesi, satış ilişkilerinin 
yönetilmesi, satışa konu ürünlerin tedarik, gönderim ve 
teslim süreçlerinin yürütülmesi, tahsilat işlemlerinin 
yönetilmesi, vadeli alım yapacak olan müşterilerin mali 
analiz raporlarının hazırlanması, ürün ve hizmetlerimize 
ilişkin satış sonrası destek süreçlerinin yürütülmesi, finans ve 
muhasebe işlerinin yürütülmesi. 

 
Bir sözleşmenin kurulması veya ifasıyla 
doğrudan doğruya ilgili olması kaydıyla, 

sözleşmenin taraflarına ait kişisel 
verilerin işlenmesinin gerekli olması. 

 
Ürün ve hizmetlerimizin iyileştirilmesi ve geliştirilmesine 
ilişkin süreçlerin yürütülmesi, talep, şikâyet, soru ve 
önerilerin alınması ve dönüş sağlanması, müşteri ziyaretleri 
ve fuarlar kapsamında bilgilerin toplanması, risk yönetimi 
süreçlerinin yürütülmesi. 

 
İlgili kişinin temel hak ve özgürlüklerine 

zarar vermemek kaydıyla, veri 
sorumlusunun meşru menfaatleri için 

veri işlenmesinin zorunlu olması. 

 

 
İletişim izin tercihleri doğrultusunda, Şirketimizin ürün ve 
hizmetlerinin tanıtımı, kampanyaları ve fırsatları hakkında 
bilgi verilmesi için ticari elektronik ileti gönderilmesi. 

 

 
İlgili kişinin açık rızasının bulunması. 

 
E. Hukuki Süreçler 

 
Faaliyetlerin mevzuata uygun biçimde yürütülmesi, yetkili kurum ve kuruluşların Şirketimizden bilgi/belge 
talebinde bulunması halinde Krone, haklarını korumak ve ilgili yetkili kurum ve kuruluşların bilgi/belge 
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taleplerini karşılamak amacıyla kişisel veri işlemektedir. Aşağıda Krone’nin hukuki süreçler kapsamında hangi 
verileri işlediği, bu verilerin işlenme amaçları ve hukuki sebeplerine yer verilmiştir: 

 
İşlenen Kişisel Veriler 

 Kimlik, iletişim, müşteri işlem, finans, hukuki işlem.  

 
Kişisel Verilerin İşlenme Amaçları 

 

 

Dayanılan Hukuki Sebepler 

 
Olası bir uyuşmazlık durumunda haklarımızın korunabilmesi 
ve kullanılması ile hukuki süreçlerin yürütülmesi, aday 
başvuru süreçlerinde kontrol, yönetim ve denetimin 
sağlanması; gerçeği yansıtmayan/hatalı başvuruların 
filtrelenmesi. 

 
Bir hakkın tesisi, kullanılması veya 

korunması için veri işlemenin zorunlu 
olması. 

 
Yetkili kurum veya kuruluşların Şirketimizden talepte 
bulunması ya da bu kurumlara bildirim yapmamızın 
öngörüldüğü durumlarda, yasal yükümlülüklerimizin yerine 
getirilmesi (örneğin, hukuka aykırı işlem şüphesi taşıyan bir 
işleme  dair  bir  kamu  kurumunun  talepte  bulunması 
durumunda bilgilerinizin paylaşılması). 

 
Veri sorumlusunun hukuki 

yükümlülüğünü yerine getirebilmesi için 
veri işlemenin zorunlu olması. 

 
 
VII. KİŞİSEL VERİLERİNİZİN PAYLAŞILMASI 

 
Kişisel verilerin üçüncü kişilere aktarımı Kanunun 8. ve 9. maddelerinde düzenlenmektedir. Krone, yukarıda 
yer verilen veri işleme süreçleri kapsamında elde ettiği kişisel verileri üçüncü taraflara aktarabilmektedir. 
Krone, kişisel verilerin aktarılmasına ilişkin mevzuat uyarınca tüm kurallara riayet etmekte ve kişisel verilerin 
niteliğine uygun gerekli güvenlik önlemlerini almaktadır. 

 
Krone tarafından elde edilen kişisel verilerin aktarıldığı taraflar her bir süreç özelinde farklılık gösterebilir. Bu 
kapsamda, kişisel verilerin aktarıldığı taraflara, süreç özelinde sunulan aydınlatma metinleri içeriğinde yer 
verilmiştir. 

 
 
VIII. KİŞİSEL VERİLERİN GÜVENLİĞİNİN SAĞLANMASI 

 
Krone, kişisel verilerinizin hukuka aykırı olarak işlenmesini önlemek, kişisel verilerinize hukuka aykırı olarak 
erişilmesini önlemek, kişisel verilerinizin muhafazasını sağlamak amaçları ile, kişisel veri güvenliğini temin 
etmeye yönelik gerekli her türlü teknik ve idari tedbirleri almaktadır. Aşağıda kişisel verilerinizin güvenliği için 
aldığımız başlıca teknik ve idari tedbirlere yer verilmektedir: 
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Teknik ve İdari 
Tedbirler 

 Ağ güvenliği ve uygulama güvenliği sağlanmaktadır. 
 Ağ yoluyla kişisel veri aktarımlarında kapalı sistem ağ kullanılmaktadır. 
 Anahtar yönetimi uygulanmaktadır. 
 Bilgi teknolojileri sistemleri tedarik, geliştirme ve bakımı kapsamındaki 

güvenlik önlemleri alınmaktadır. 
 Bulutta depolanan kişisel verilerin güvenliği sağlanmaktadır. 
 Çalışanlar için veri güvenliği hükümleri içeren disiplin düzenlemeleri 

mevcuttur. 
 Çalışanlar için veri güvenliği konusunda belli aralıklarla eğitim ve 

farkındalık çalışmaları yapılmaktadır. 
 Çalışanlar için yetki matrisi oluşturulmuştur. 
 Erişim logları düzenli olarak tutulmaktadır. 
 Erişim, bilgi güvenliği, kullanım, saklama ve imha konularında kurumsal 

politikalar hazırlanmış ve uygulanmaya başlanmıştır. 
 Gerektiğinde veri maskeleme önlemi uygulanmaktadır. 
 Gizlilik taahhütnameleri yapılmaktadır. 
 Görev değişikliği olan ya da işten ayrılan çalışanların bu alandaki yetkileri 

kaldırılmaktadır. 
 Güncel anti-virüs sistemleri kullanılmaktadır. 
 Güvenlik duvarları kullanılmaktadır. 
 İmzalanan sözleşmeler veri güvenliği hükümleri içermektedir. 
 Kağıt yoluyla aktarılan kişisel veriler için ekstra güvenlik tedbirleri 

alınmakta ve ilgili evrak gizlilik dereceli belge formatında 
gönderilmektedir. 

 Kişisel veri güvenliği politika ve prosedürleri belirlenmiştir. 
 Kişisel veri güvenliği sorunları hızlı bir şekilde raporlanmaktadır. 
 Kişisel veri güvenliğinin takibi yapılmaktadır. 
 Kişisel veri içeren fiziksel ortamlara giriş çıkışlarla ilgili gerekli güvenlik 

önlemleri alınmaktadır. 
 Kişisel veri içeren fiziksel ortamların dış risklere (yangın, sel vb.) karşı 

güvenliği sağlanmaktadır. 
 Kişisel veri içeren ortamların güvenliği sağlanmaktadır. 
 Kişisel veriler mümkün olduğunca azaltılmaktadır. 
 Kişisel veriler yedeklenmekte ve yedeklenen kişisel verilerin güvenliği de 

sağlanmaktadır. 
 Kullanıcı hesap yönetimi ve yetki kontrol sistemi uygulanmakta olup 

bunların takibi de yapılmaktadır. 
 Kurum içi periyodik ve/veya rastgele denetimler yapılmakta ve 

yaptırılmaktadır. 
 Log kayıtları kullanıcı müdahalesi olmayacak şekilde tutulmaktadır. 
 Mevcut risk ve tehditler belirlenmiştir. 
 Özel nitelikli kişisel veri güvenliğine yönelik protokol ve prosedürler 

belirlenmiş ve uygulanmaktadır. 
 Özel nitelikli kişisel veriler elektronik posta yoluyla gönderilecekse 

mutlaka şifreli olarak ve kurumsal posta hesabı kullanılarak 
gönderilmektedir. 

 Özel nitelikli kişisel veriler için güvenli şifreleme / kriptografik anahtarlar 
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kullanılmakta ve farklı birimlerce yönetilmektedir. 
 Saldırı tespit ve önleme sistemleri kullanılmaktadır. 
 Sızma testi uygulanmaktadır. 
 Siber güvenlik önlemleri alınmış olup uygulanması sürekli takip 

edilmektedir. 
 Şifreleme yapılmaktadır. 
 Taşınabilir bellek, CD, DVD ortamında aktarılan özel nitelikli kişiler veriler 

şifrelenerek aktarılmaktadır. 
 Veri işleyen hizmet sağlayıcılarının veri güvenliği konusunda belli 

aralıklarla denetimi sağlanmaktadır. 
 Veri işleyen hizmet sağlayıcılarının, veri güvenliği konusunda farkındalığı 

sağlanmaktadır. 
 Veri kaybı önleme yazılımları kullanılmaktadır. 

 

 
IX. KİŞİSEL VERİLERİN SAKLANMASI 

 
Kişisel veriler, “kişisel verilerin ilgili mevzuatta öngörülen veya işlendikleri amaç için gerekli olan süre kadar 
muhafaza edilmesi” ilkesine uygun olarak Şirketimiz tarafından muhafaza edilmektedir. Bu doğrultuda 
mevzuatta öngörülen saklama süresinin ya da işleme amacının gerektiği sürenin sona ermesi durumunda 
kişisel veriler, Şirketimiz tarafından silinmekte, yok edilmekte veya anonim hale getirilmektedir. 

 
Kişisel verilerinizin saklanma süreleri belirli periyotlarla gözden geçirilmektedir. Şirketimizin kişisel verileri 
saklama süreleri, bu politikadan ayrı olarak Kişisel Veri Saklama ve İmha Politikamızda düzenlenmektedir. 

X. İLGİLİ KİŞİ HAKLARI 

 
Kanun’un 11. maddesi uyarınca, kişisel veri sahibi ilgili kişi olarak aşağıdaki haklara sahipsiniz: 

 
 Kişisel verilerinizin işlenip işlenmediğini öğrenme, 
 Kişisel verileriniz işlenmişse buna ilişkin bilgi talep etme, 
 Kişisel verilerinizin işlenme amacını ve bunların amacına uygun kullanılıp kullanılmadığını 

öğrenme, 
 Yurt içinde veya yurt dışında kişisel verilerinizin aktarıldığı üçüncü kişileri bilme, 
 Kişisel verilerinizin eksik veya yanlış işlenmiş olması hâlinde bunların düzeltilmesini isteme ve bu 

kapsamda yapılan işlemin kişisel verilerinizin aktarıldığı üçüncü kişilere bildirilmesini isteme, 
 Kanun’a ve ilgili diğer kanun hükümlerine uygun olarak işlenmiş olmasına rağmen, işlenmesini 

gerektiren sebeplerin ortadan kalkması hâlinde kişisel verilerin silinmesini veya yok edilmesini 
isteme ve bu kapsamda yapılan işlemin kişisel verilerinizin aktarıldığı üçüncü kişilere bildirilmesini 
isteme, 

 İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi suretiyle aleyhinize bir 
sonucun ortaya çıkması durumunda buna itiraz etme, 

 Kişisel verilerinizin kanuna aykırı olarak işlenmesi sebebiyle zarara uğramanız hâlinde zararın 
giderilmesini talep etme. 

 
Kanun’un 11. maddesi kapsamındaki taleplerinizi, 
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Sistemlerimizde daha önce kayıtlı olan e-posta adresinizi kullanarak kvkk@krone.com.tr adresine e- 
posta göndererek, 

 
 İlgili Kişi Başvuru Formu’nu doldurarak, 

 
Kazımdirik Mah. 367/7 Sok. No: 14 İç Kapı No: 214 Bornova/İzmir adresine posta göndererek, 

 
 Veri Sorumlusuna Başvuru Usul ve Esasları Hakkında Tebliğ’de belirtilen diğer yöntemleri kullanarak, 

bizlere iletebilirsiniz. 

mailto:kvkk@krone.com.tr
https://www.mevzuat.gov.tr/mevzuat?MevzuatNo=24455&MevzuatTur=9&MevzuatTertip=5
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